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Position of the Business/IT Alignment SMF Within the MOF IT Service Lifecycle
The MOF IT service lifecycle encompasses all of the activities and processes involved in managing an IT service: its conception, development, operation, maintenance, and—ultimately—its retirement. MOF organizes these activities and processes into Service Management Functions (SMFs), which are grouped together in lifecycle phases. Each SMF is anchored within a lifecycle phase and contains a unique set of goals and outcomes supporting the objectives of that phase. The SMFs can be used as stand-alone sets of processes, but it is when SMFs are used together that they are most effective in ensuring service delivery at the desired quality and risk levels.

The Business/IT Alignment SMF belongs to the Plan Phase of the MOF IT service lifecycle. The following figure shows the place of the Business/IT Alignment SMF within the Plan Phase, as well as the location of the Plan Phase within the IT service lifecycle.
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Figure 1. Position of the Business/IT Alignment SMF within the IT service lifecycle

Before you use this SMF, you may want to read the following MOF 4.0 guidance to learn more about the MOF IT service lifecycle and the Plan Phase:

· MOF Overview
· Plan Phase Overview
Why Use the Business/IT Alignment SMF? 

This SMF should be useful for anyone wanting to better align business and IT strategy to ensure that IT services provide business value. It provides an understanding of the fundamental process steps involved and describes the context of aligning business and IT goals, developing an IT service strategy, identifying an IT portfolio of work, and establishing methods of keeping business and IT aligned. 

It addresses how to do the following: 

· Define IT service strategy.
· Identify and map IT services.
· Measure demand and manage business requests.
· Develop an IT service portfolio.
· Establish service level managements.
Business/IT Alignment Overview
Q:
What do businesses want from IT?

A:
Services that are reliable, compliant, and cost-effective, and that continuously adapt to ever-changing needs. 

If you want to strengthen the alignment between your IT department and the larger organization, start with this list of questions. Your answers will determine which areas of this document can help you the most.

· Do you have an IT strategy in place? Is it aligned to organizational objectives?

· Is the strategy communicated? Does everyone have a clear understanding of the strategy?

· Is the strategy measured, and are opportunities for improvement identified?

· Are there service level agreements (SLAs) in place for the key business services?

· Is there a process for identifying and approving new project concepts?

· Is there a published portfolio of projects? Is it clearly communicated and understood by IT and the business representatives?

· Is there a clear connection between the strategy and IT’s portfolio of projects and services?

· Is IT service demand measured and analyzed?

· Are new business requests accepted, organized, managed, and acted upon?

Roles

The primary Team SMF accountability that applies to the Business/IT Alignment SMF is the Service Accountability. Roles within the Management Accountability are also involved. The role types within each accountability and their primary responsibilities and roles within this SMF are displayed in the following tables.  
Service Accountability

Table 1 lists the role types associated with the Support Accountability, as well as the responsibilities and roles for each role type.
Table 1. Service Accountability and Its Attendant Role Types

	Role Type
	Responsibilities
	Role in this SMF

	Supplier Manager
	· Tracks external vendors who provide supporting services and products 
	· Ensures effective vendor relationships

	Portfolio Manager
	· Keeps a set of service offerings up to date and aligned to business needs
· Maintains the overall service catalog
	· Ensures available services are accurately reflected in the service catalog

	Account Manager
	· Serves as a link between users or customers and the IT organization 
· Meets with the customer, discusses current issues, and makes sure that expectations are aligned
	· Ensures effective customer and user relationships 
· Drives relationship with the business

	Service Level Manager
	· Accountable for Business/IT Alignment 
· Acts as main interface between the business and the IT service delivery organization 
· Handles all issues and development in Service Level Management, including development and agreement of SLAs, OLAs, and UCs
· Represents the business, but works with and within the IT organization
	· Ensures effective IT service delivery within specified SLAs


Management Accountability

Table 2 lists the role types associated with the Management Accountability, as well as the responsibilities and roles for each role type.

Table 2. Management Accountability and Its Attendant Role Types

	Role Type
	Responsibilities
	Role in this SMF

	IT Executive Officer
	· Sponsors IT initiatives 
· Approves structures and overall IT processes
· Owns metrics and benchmarking, board and executive relationships 
	· Sponsorship 

	IT Manager
	· Manages processes
· Identifies and engages appropriate participants in decision process
· Manages risk and IT business value realization dependencies
· Owns business/IT relationship
	· Oversees business/IT alignment processes

	IT Policy Manager
	· Sees that management decisions are informed by policy and that policy is effectively used across IT
	· Provides policy input to decision process

	Change Manager
	· Manages the activities of the change management process for the IT organization 
	· Ensures process of determining IT service portfolio follows appropriate level of change control


Goals of Business/IT Alignment

The goals of the Business/IT Alignment SMF are to ensure that:
· IT strategy is aligned to an organization’s broader goals and objectives. 

· Delivered IT services are effective and efficient in meeting the organization’s needs. 

· IT offerings and services are aligned to the business goals.

The achievement of these goals should result in several specific, measurable outcomes, which are detailed in the table below.

Table 3. Outcomes and Measures of the Business/IT Alignment SMF Goals
	Outcomes
	Measures

	The business considers IT as a strategic asset.
	The business continues to invest in enhancements or new services. 

The business consults with IT as part of strategic decisions, acquisitions, or new directions. 

	IT has a strategic plan.
	The business and IT publish and measure an annual IT service strategy. The strategy articulates the linkages between IT goals and the business goals and outlines measurements, budget, risks, and a plan for execution.

	IT has an understanding of its capabilities and resources.
	IT has a predictable model for estimating resource consumption and the adoption of new technologies. 

IT measures business demand of services offered and uses this information for planning purposes. 

	IT has a set of defined services and projects that support the strategic plan.
	IT has a published service portfolio that identifies all projects. 

IT has a published service catalog that identifies and describes all services offered to the organization.


Key Terms
The following table contains definitions of key terms found in this guide.

Table 4. Key Terms
	Business relationship management
	The ongoing process that ensures that the organization and IT remain in sync with respect to common goals and strategies.

	Demand management 
	The process of aligning an organization’s supply of IT resources to meet service demands forecasted by the business.

	IT service strategy
	The plan that aligns an organization’s objectives, policies, and procedures into a cohesive approach to deliver services that support business strategy.

	Operating level agreement (OLA)
	An internal agreement between one or more IT teams that supports the requirements set forth in the service level agreements (SLAs).

	Service catalog
	A comprehensive list of services, including priorities of the business and corresponding SLAs.

	Service level agreement (SLA)
	A written agreement documenting required levels of service. The SLA is agreed upon by the IT service provider and the business, or by the IT service provider and a third-party provider. SLAs should list the metrics and measures that define success for both IT and the organization.

	Service Level Management 
	The process of defining and managing performance through monitoring, reporting, and reviewing the required, agreed-upon level of service. 

	Service portfolio
	An internal repository that defines IT services and categorizes them as currently in service, in queue to be developed, or in queue to be decommissioned. All services support a specific business process or function. 

	Underpinning contract (UC)
	A legally binding contract in place of or in addition to an SLA. This type of contract is with a third-party service provider responsible for building service deliverables for the SLA.


Business Alignment Processes and Activities 

One of the most important things that IT can provide to any organization is a positive overall impact—to business outcomes, to objectives, to the bottom line. But this can happen only if IT’s service strategy is aligned to the goals and objectives of the organization. To assist in this process, the Business/IT Alignment SMF focuses on the following processes: 
· Define an IT service strategy.

· Identify and map services.

· Identify IT service demand and manage business requests.

· Develop and evaluate the IT service portfolio.

· Manage service levels.
Business Alignment acts as the coordinating SMF in the Plan Phase, responsible for taking input from the other SMFs within the phase—Reliability, Financial Management, and Policy—to drive business value and the IT service strategy.  Reliability, Financial Management, and Policy are ongoing functions that support the planning and optimization of the IT service strategy.
Process 1: Define an IT Service Strategy 

An IT service strategy determines which services are required to support business goals and objectives. Business and IT management must carefully discern which initiatives offer the highest business value while ensuring the availability of necessary resources and the commitment to deliver on the investment. 
A successful service strategy will ensure that:
· IT goals are aligned to business goals.

· Annual IT initiatives that support business goals have been identified.

· There is agreement on both the strategy and a corresponding plan for achieving the goals and initiatives.

· The strategy is assessed against business outcomes.

· Opportunities for improvement are identified.

Activities: Develop an IT Service Strategy

The following table lists the activities involved in this process. These activities include:

· Aligning IT goals to business goals.

· Mapping and prioritizing business functions to the IT service portfolio.

· Defining initiatives.

· Finalizing and agreeing on an annual strategy.

· Managing performance. 
Table 5. Activities and Considerations for Developing an IT Service Strategy
	Activities
	Considerations

	Align IT goals to business goals 


	Key questions: 

· What is the mission of the organization? Does it differentiate itself by having innovative products, outstanding customer connections, or optimized cost structures?

· What are the organization’s goals? How can IT state its goals in a way that demonstrates direct support of business goals? 

· Is the organization a non-profit or government agency? Is its mission guided by legislation or public policy?

· How is the strategy of the business measured? Does the organization put value on customer satisfaction, profit, new products, or time to market? What measurements should IT use to show support for these goals? (Examples might include business SLA statements, cost optimization, or support for business functions.) 

· Which IT and business representatives should be accountable for the alignment of goals?

Inputs: 

· Senior business and IT leadership commitment and engagement to define strategic direction 

· Balanced scorecard, business plans, shareholder reports, and strategic roadmaps

· An understanding of what business processes might be common among similar business types (such as retail, manufacturing, or those in the public sector)

· An understanding of which processes or functions deliver differentiation or a unique added value
Outputs: 

· A vision statement of the IT organization’s mission, role, and objectives
· A set of IT goals and objectives that demonstrates alignment to the organization’s goals and objectives

Best practice:

· Create a strategy group that includes senior management from both IT and the business. Include individuals who have a forward-looking view, are respected, have operational understanding, and are accountable to IT. 

	Map and prioritize business functions to IT service portfolio 


	Key questions:

· Which business processes or functions provide unique differentiators for the organization? Does the organization excel in manufacturing efficiency, real-time inventory, research and development expertise, sales automation, or marketing reach?

· Do certain regulatory requirements apply to the business function or process? 

· Which operational business processes and functions are required to support the efficiency and effectiveness of the organization? Does the finance department engage in trading currency and investments? Does the manufacturing department rely on just-in-time inventory replenishment from its vendors? Do customers and partners rely on systems for ordering? 

· What risk factors must be taken into account? If a business function is not available, what is the cost to the company? If business service is not reliable, does the business risk a public-image or breach-in-policy problem?

· What key IT services are missing? Which services fail to provide adequate support to the organization? 

Inputs:
· Business functions

· Current IT service portfolio

· Current business and IT goals and objectives

Outputs: 

· Prioritized list of business processes and functions

· Map of IT services that support the prioritized business functions

Best practices:
· Consider separating the business functions into two categories: 

· Operational: Those functions that support the day-to-day operations of the business but are not unique or do not provide a competitive advantage to the organization (such as payroll, invoicing, and tax preparation). These operational services can be optimized for efficiency and cost savings.

· Strategic: Those functions that provide the business with a unique differentiator for their industry. These might include real-time inventory between suppliers and the organization, research and development services, or systems for manufacturing, design, or market research. These services can be optimized for value and competitive advantage. 

	Define initiatives 
	Key questions:

· What are the key initiatives required to meet the business objectives? If the business is expanding or acquiring assets, can the current IT infrastructure support that growth? Will expansion mean new requirements for current internal systems, such as new state regulations? 

· How can IT innovation contribute to meeting business objectives? How can data center trends such as lower energy consumption or virtual environments contribute to key business initiatives like continued growth, seasonal demand, or lowering costs? 

· How will initiatives be prioritized? What are the criteria for this prioritization? What governance guidelines should be part of the criteria? What risk factors should be considered? 

· What is the current capability of the IT organization? Can it deliver on the strategic initiatives? Is IT adequately staffed, and is the staff fully prepared with the right skills? What are the financial constraints? How can partners provide value? Can IT services be acquired? 
Inputs:

· Set of defined business objectives

· Past performance metrics

· Technology trends and research

· Organization health metrics

Output:

· List of initiatives to support IT service strategy

Best practices:

· An initiative demonstrates linkage to the organization’s objectives and should be measurable. Proposed projects should help achieve the initiatives.
· Create initiatives that are SMART: Specific, Measurable, Achievable, Results-oriented, and Time-bound. Examples for a given time period might include: 
· Standardizing and consolidating customer databases.

· Increasing customer satisfaction through the support of phones and PDAs and integrating them into the organization’s e-mail and collaboration system. 

· Improving security through the development of policy, a software and patch update process, audit tools, and communication strategy.

· Consider the acquisition of IT services to both augment current offerings and take advantage of better delivery at comparable prices. (These services might include desktop management, message filtering, and hosting.) 

	Finalize and agree on annual IT strategy 
	Key questions:
· Which business representatives and IT representatives need to agree to and sponsor the initiatives? 

· How will the strategic plan be communicated? How will the organization validate that the plan is known and understood? 

· How should the organizational plan be articulated? Should staff development, partner strategy, and recruiting/retention be part of the plan?

Best practices:
· Include the following components in the strategic plan:

· IT vision statement

· IT objectives mapped to business objectives

· Key initiatives 

· Organization plan 

· Technology trends

· List of accountable management

· Metrics for measurement

· Plan for communicating performance 

· Link to IT service portfolio and tactical plans 

	Manage performance
	Key questions:
· How should strategy performance be measured? How will the IT performance measurements be included in the overall performance?

· How often should management reports be shared with the board, senior business leaders, and partners? 

· How often should status reports be generated? How can status reports be delivered to encourage better performance and course correction? 

· How should improvement opportunities be identified?

Inputs:
· Service management review (see Plan Overview for more information)
· Business metrics tied to IT services 
Outputs:
· Set of IT performance metrics

· Communication plan for status reports and management reports 

· Organization-wide reports that measure the IT initiatives and their support of the organization’s objectives

Best practice: 

· Publish metrics on a regular basis to communicate performance improvements or declines. 


Process 2: Identify and Map Services 

Service maps are used throughout the IT organization to clarify the dependencies between SLAs, OLAs, technologies, customers, and the impact to the service delivery. They identify the resources necessary to deliver a service described in the service catalog, who delivers that service, and who consumes it.
A service map represents a service from the perspective of the business and the user. It is divided into five sections:
· Customers. A categorized list of individuals and groups who use the service.

· Hardware. The hardware platforms necessary for service delivery. 

· Applications. The operating system(s) and other applications the service requires.

· Settings. The configuration settings necessary for the service to function.

· Internal/external services. The components that help ensure availability for the service.

Activities: Identify and Map Services

The following table lists the activities involved in this process. These activities include: 

· Identifying services and owners.

· Identifying key customers and users.

· Reviewing, classifying, and categorizing key service component groups and service owners.

· Publishing a service map.

Table 6. Activities and Considerations for Identifying and Mapping Services
	Activities
	Considerations

	Identify services and owners
	Key questions: 

· What does the organization call the service? 

· Who from IT is accountable for the business service? Who is the business representative for the service? 

· Does the IT service representative know the IT owners of services dependent on this one? 

· What are the main IT core infrastructure services and who are the owners? Does the business understand the importance of core services such as networking, hosting, messaging, collaboration services, security, provisioning, and Web services?

Inputs: 
· Existing responsibility matrices—for example, Responsible/Accountable/Consulted/Informed (RACI) charts

· List of business applications and services

· List of infrastructure services

· Configuration management system (CMS)

· Service portfolio; service catalog

Outputs: 
· List of services and service owners, including business and IT representation

· List of all IT-dependent service owners

· RACI matrices 

Best practice: 
· Use RACI, CMS, Business Continuance/Disaster Recovery (BC/DR) plans to identify services and owners you might otherwise miss. 

	Identify key customers and users
	Key questions: 

· Who are the main users of the service?

· Is there a cyclical nature to the use of the service? For example, is usage heavy during certain events or times of the year? 

· What is the business context? For example, is it used by legal, financial, sales and marketing, or research and development? 

Inputs: 
· Service owners

· Service Desk and incident management data for this service to show who uses it
Output: 
· Comprehensive list of key customers and users 

	Review, classify, and categorize 
	Key questions: 

· What are all the components of the service? Who owns each component? What are the software and hardware components? Are certain external components hosted or owned outside the organization? 

· What level of detail is needed to be useful? How many and which component services should be mapped to the customer-facing service?   
· How are the components currently categorized in the CMS?

· How are the components currently categorized in the incident management system?

· Are the components defined as services? If not, can they be defined that way?

Inputs: 

· CMS
· Incident management 

· Service catalog

· Data flow diagrams

Outputs: 
· List of component classifications and categorizations that are in alignment with the CMS and incident management

· Initial draft of service mapping illustration in Microsoft® Visio®
· Initial draft of service mapping table in Microsoft Excel® 

Best practice: 
· Create a tool that maps user descriptions of incidents to the IT services that address them (it can be as simple as a glossary in a Microsoft Word document on a shared server).

	Publish service map
	Key questions: 

· Who needs to use the service map? What other processes are dependent on the service map? (For example, incident management, problem management, and service monitoring and control will all need to have an end-to-end view of the service, whereas end users might need to understand only the high-level data flow.) 

· How will the service map stay current?

Inputs: 
· Service catalog

· Service portfolio

Outputs: 
· Service maps presented in visual form (see Figure 2)
· Service maps that identify owners of each service, including the dependent services

 Best practice: 
· Create an infrastructure service map that exposes the core services that support all other IT services. Technical services might include directory, messaging and collaboration, file management and backup, network, printing, desktop, and server farms. Other service types could include provisioning, support desk, software update, patching, and compliance reporting. 


Figure 2 shows a sample service map.
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Figure 2. Sample service map

Process 3: Identify Demand and Manage Business Requests

Demand and request management analysis is a process that articulates how IT services are being used and requested by the organization and how future trends might affect the services. Demand management data helps managers plan and account for their IT expenditures, understand the IT business services they are receiving in return, and participate in decisions about future projects and resource allocation. 
A fully matured demand and request management process will ensure that:
· There is a predictable process for managing requests.
· There is a consistent model for measuring current demand.
· There is a method of analyzing requests and current service capacity. 

Activities: Demand and Request Management 
The following table lists the activities involved in this process. These activities include:

· Managing new requests.
· Capturing current usage and demand.
· Identifying and validating future trends.
· Analyzing demand and requests.
Table 7. Activities and Considerations for Demand and Request Management Activities
	Activities
	Considerations

	Manage new requests 
	Key questions:

· What tools (in addition to the service catalog) are used for requesting IT products and services? (see Customer Service SMF for more information) 
· Do the requests channeled through these sources reflect planned or budgeted activities already defined in the service portfolio? Have they been budgeted as part of the approved IT operational plan? 

· Do service requests reflect a new business opportunity or operational improvement within IT?

· What kind of change management system will be used to capture the requests? How will the requests be categorized and classified? How will the requests be mapped to current services? (see Change and Configuration SMF for more information)
Inputs: 

· A service catalog capable of tracking all IT service requests

· Requests from the following sources:

· Other internal IT teams with support channels
· Third-party suppliers and business partners that are part of the service delivery value chain
· Managed outsourced services
· Bug tracking systems
· Support desk tools
Output:

· An organized and consolidated view of all requests made to the IT organization

Best practices: 

· Manage requests using a consistent, well-defined request process that includes the following elements:

· A Request for Change (RFC) form that identifies key change approval criteria, including (but not limited to) business impact, service name, and risk of not accepting the request. Because many requests come from non-IT groups, initial RFCs might be missing IT-relevant information. 

· Thorough classification and categorization of requests. Consider organizing requests by service impact, new service, risk, or initial resource requirements. 

· A dedicated database to store the requests. Service owners, budget owners, and business relationship managers will want to query and view the requests in different ways. 

· For more information about change request processes, see the Change and Configuration SMF.

	Capture current usage and demand
	Key questions:

· How is the performance of the business-critical services? Are the availability target and SLAs being met? If targets are not being met, is capacity an issue? 

· Are there services that are not being used? 

· Is there additional capacity that is not being used by services? Is there additional capacity in storage, bandwidth, or servers?

· Are adequate licenses purchased for installed software? 

Inputs:

· Capacity reports

· Availability reports

· License reports, including those from audit 

Output:

· Demand report (organized by current usage and anticipated growth of usage and mapped to services and business units)


	Activities
	Considerations

	Identify and validate future trends
	Key questions:

· What services are critical to the business? How might the business plan affect those services?

· Is the cost of any resource going up? How will an increase in the cost of power affect IT’s ability to deliver services at a reasonable price? Are any services at risk because of increased costs? 

· Do any current technology trends give the organization an opportunity to improve services? 

· Can any new third-party offerings reduce the burden on the organization (for example, message filtering, network management, or help desk services)?

· Are some of the services that are traditionally provided or built in-house available as online services (for example, hosted messaging services)? 
Input:

· Reports from technology- and organization-specific research firms such as Forrester Research, Inc., IDC, and Gartner, Inc.
· Other sources of information on technology trends 

Outputs:

· Roadmap that identifies the integration of key technologies to support business objectives

· Risk analysis concerning industry-specific and technology trends 
Best practices:

· Make sure the organization has an understanding about the impact that IT services have on its effectiveness. For example, how do collaboration and messaging services provide more productivity, new ways of working, or the ability to expand geographically? 

· As your team identifies important trends, be aware of any major paradigm shifts—changes in technology or attitudes about its use—that might affect your IT operations. For example, starting in the 1990s, an explosion of Web services had an enormous impact on all of IT.  A great deal of attention is being given to: 

· Virtualization that dynamically handles change in demand.
· Collaboration tools that increase the effectiveness of virtual teams.
· Telecommuting.
· The increased use of consumer technologies (for example, mobile devices).
Be aware of your end users’ expectations about support in these areas; keep in mind that they will most likely expect 24/7 coverage. Also, make sure that you have provided for the security implications that these changes will require.

	Analyze demand and requests
	Key questions:

· How often should an analysis be performed? How can the analysis support the pace of business demand?

· How should the analysis be delivered to ensure understanding? How are the key messages and recommendations conveyed? What outcome is IT expecting from the analysis? 

· Does the business have expectations about the depth of information in the data analysis? How can IT present its analysis in a way that demonstrates alignment to the business and the importance of the services it offers?

Inputs:

· Consolidated view of requests

· Analysis of service demand

· Roadmap of technology and industry trends

Output:

· Recommendations that provide input to the portfolio management process (recommendations take the form of proposed projects, enhancements to existing services, or the decommissioning of services) 

Best practice:

· Recommendations for minor enhancements can be put forth at any time. Generally, recommendations that require capital spending or a new project concept are put forth during the organization’s planning process. 


Process 4: Develop and Evaluate IT Service Portfolio 

When an organization has finalized its IT service strategy, the business and IT must determine which projects and services best support that strategy. The IT service portfolio is the list of those projects and services. Ensuring that the right services and projects are included in the portfolio requires the following components: 

· Proposed projects aligned to IT strategy initiatives

· A list of projects in the queue, implemented services, and services slated for decommission

· A prioritization and approval process for new projects

· A measurement system for determining the value of services in relation to business goals

The IT service portfolio drives the alignment of IT resource consumption, the operating budget, and investment strategies that support the IT service strategy. The portfolio’s primary users are the business and IT leaders responsible for realizing business value from the investment in IT. 

Activities: Service Portfolio 

The following table lists the activities involved in this process. These activities include: 
· Defining the structure and composition of the IT service portfolio.
· Measuring the value of IT services in relation to business outcome.

· Analyzing and approving new project concepts.

· Publishing a portfolio.

Table 8. Activities and Considerations for Developing and Managing an IT Service Portfolio
	Activities
	Considerations

	Define structure and composition of IT service portfolio 
	Key questions:
· How should the service portfolio be structured? How should various categories for IT assets be classified (for example, core differentiator services such as manufacturing or customer knowledge systems; business function systems such as payroll or a benefits portal; or utility services such as a network or server farm)?

Inputs:

· Existing business plans and financial models

· Company investment structure or models

Outputs:
· Definition of the service portfolio structure and substructures 

· Service descriptions (what the service is, what business processes are supported, and dependent service components)

· Asset categories for classifying IT investments in the context of business services

Best practices: 

· Consider including the following elements in the service portfolio:

· Service name: Spell out all services (including infrastructure services) in business terms. 

· Business functions supported by the service: Identify the business processes and functions that rely on the service. 

· Service contribution to the organization: Explain in terms of lower costs, competitive advantage, or regulatory support.
· The business sponsor: A business unit manager who directly supports the IT service through financial commitments. 

· IT business relationship manager: The individual responsible for ensuring communication and alignment between IT and the organization.
· Roadmap: Information about the next planned upgrade or possible replacement or decommission; upcoming two- to three-year plan.

	Measure value of IT service in relation to business outcome


	Key questions:

· What constitutes business value, and how will it be measured? What about customer perception and business impact? Can IT measure value the same way the business measures value through models such as return on investment (ROI), net present value (NPV), economic value added (EVA)? (See the Financial Management SMF for more information.)
· What criteria are needed to support investment decisions (value, costs, or risk tolerance)?

Inputs: 

· Approved enhancements or improvements to IT service strategy, defined in terms of business opportunity or requirements

· Service maps that link relationships between customers, business processes, applications, and IT infrastructure components 

Outputs: 

· Service value statement describing how the IT service supports lower costs, strategic advantage, or regulatory support
Best practices: 

· Be mindful of the way you package the services. Cost models, component packaging, pricing at different service tiers, and bundling options will drive users’ purchasing behavior. 

	Analyze and approve new project concepts
	Key questions:

· What details of the project are required for this first level of approval? 

· How will the project demonstrate clear connection and support of the defined initiatives in the IT strategy?

· How will prioritization of projects occur? How will you ensure consistency during the prioritization process?

· Who should be on the approving advisory board? How can the change advisory board ensure a business focus for this type of approval?  (See Governance, Risk, and Compliance and Change and Configuration SMFs for more information.)
Inputs:

· Project concept proposals

· Advisory board with approval authorization

· Prioritization method and process
Outputs:

· Approved set of projects with an owner assigned

· Communication of approved project concepts

Best practices:

· When project concepts receive approval, it is important to identify a team and start the Deliver Phase of the IT service lifecycle. This begins with the envisioning process. For more information, see the Deliver Overview.
· Assign an approval body that has budget authority and accountability to ensure results for the business and IT governance. For more information, see the Manage Overview.

	Publish portfolio
	Key question:
· How will users view the portfolio? Who needs a view into each project and at what level of detail?
Input:

· List of approved projects

Output: 

· Published, updated portfolio

Best practices:
· Make sure each project has the following documented:
· Point of contact 
· Associated service and/or organization group 

· Description and expected benefit 

· Timeline 

· Resources 
· Risks, assumptions, and possible obstacles 
· Categorize projects in the portfolio using the following designations:
· IT-initiated strategic investment 
· Business-instantiated strategic investment 

· Compliance or regulatory required project 

· Sustaining or improvement project 
· Reactive project due to technology or business shift 


Process 5: Service Level Management 

If IT strategy is to be seamlessly aligned to the organization’s strategy, IT must manage the ongoing delivery and enhancement of its services—this is the goal of Service Level Management. Service Level Management ensures that ongoing requirements, communications, and expectations between business and IT are proactively managed. Service Level Management is also responsible for ensuring that internal IT expectations are being met.

The service catalog sets the standards against which expectations, improvements, and performance metrics are measured. SLAs and operating level agreements (OLAs) ensure that agreements are in place to support the offerings within the service catalog. 

IT Service Catalog:
· Communicates standard IT services to customers in clear, familiar terms. 
· Provides a centralized channel through which end users can request standardized, typical IT service bundles. 
Operating Level Agreements (OLAs):
· Communicate and document the agreed-upon expectations of dependent IT services.
· Are agreed upon between IT teams.
Service Level Agreements (SLAs):
· Communicate and document the agreed-upon expectations of business-facing IT services.

· Are agreed upon between business and IT representatives.

Underpinning Contract (UC):
· Ensures there is a contract between suppliers, third parties, and the organization.
· Communicates and documents the agreed-upon expectations between the suppliers, third parties, and the organization.
Figure 3 depicts the relationship between the customers, SLA, OLA, and UC.
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Figure 3. The relationship between customers, the SLA, the OLA, and the UC

Figure 4 graphically depicts a set of SLAs and OLAs for the fictitious Woodgrove Bank. The SLA is in place to ensure that end users receive prompt and accurate desktop support. The overall usability of the desktop is ensured through this SLA; however, supporting services funnel to this node from OLAs covering desktop hardware, messaging, directory, line-of-business (LOB) applications, and networking. 
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Figure 4. SLA, OLAs, and UCs for Woodgrove Bank desktop computing (example)
Activities: Service Level Management
The following table lists the activities involved in this process. These activities include: 
· Managing business relationships.

· Tracking changing business needs.

· Creating the service catalog. 
· Defining OLAs. 
· Defining UCs.

· Defining SLAs.

Table 9. Activities and Considerations for Service Level Management
	Activities
	Considerations

	Manage business relationships
	Key questions:

· Which key topics and performance metrics should be reported? (Examples might include reliability metrics, financial reporting, business value reporting, or new enhancements introduced.) 

· How often should reports be generated? Can reports be online? How can IT ensure that the organization is viewing the reports?

· How often should formal meetings and reviews occur?

· How should urgent issues be communicated?

· Which service failures require attention from the organization? 
Inputs:

· Reliability reports (see Reliability SMF)
· Policy adherence reports (see Policy SMF)
· Financial reports (see Financial Management SMF)
· New business requirements 
· New regulatory requirements

Outputs:

· Results of Service Alignment Management Review
· Communication to the business
Best practice:

· Assign an account manager—an individual responsible for structuring communication, managing requirements, escalating issues, and ensuring that the organization’s ongoing needs are met. If the organization is large, consider assigning a resource to each of the various business units. 

	Track changing business needs
	Key questions: 

· How will the business keep IT informed of changes to organizational strategy, plans, and regulatory requirements? 

· How should the organization request new enhancements to services?
Inputs:

· Change management process for business requirements (see Change and Configuration SMF for more information)
· Updates to governance and policy requirements (see Policy SMF for more information) 
Output:

· Business change requests
Best Practices:

· Keep track of rhythm of the business activities to monitor and understand increased or decrease in demand or reliability.   For example, during a holiday season, a retailer’s systems may see additional load.  

	Create service catalog 
	Key questions:

· Who is the target audience for the catalog? Should the catalog be created solely for end users and internal business customers, or should it also present IT services that are used by other IT groups (for example, those who need new servers, server consolidation, or security reviews)? 
· What IT services do end users/customers need to support their job functions?

· Which views into the catalog can be shared by everyone in the organization? Which are unique to a given end-user/customer segment? Is there a financial application applicable only to the finance department? Is there a desktop service that is available to the entire organization?
· What IT service does the organization consider essential? What do they call those services? (Examples might include new computer setups, virus removal, password resets, archiving financial reporting data, fixing an application’s logon problems, business policy implementation, and identity management.) 

· What attributes should the catalog contain? (Examples might include business service supported, service owner, service description, support policy, charging model, and/or planned service updates.) For an example of a service catalog, see Appendix A: “Sample Desktop Service Catalog Entry for Woodgrove Bank” at the end of this document. 
Inputs:

· Production services as identified in the portfolio
· Service maps

· Views needed by end users that describe the services they can order 
· Service request records  (see Customer Service SMF for more information)
· Views needed by IT that describe IT-dependent services, such as server provisioning, backup, software updates, and patching

· Views needed by business unit and IT executives that present a broad, aggregated look at the IT services defined within the catalog 
Output:

· Service catalog structure that supports clear communication and offerings from IT to business and from IT to IT 

Best practices:
· Treat the service catalog as a corporate business decision that drives a new model and standard for delivering IT services to the internal business community.

· Ensure that representatives from the end-user and business unit communities drive the requirements process for catalog structure, content, and overall usability. 

· Let users know that the service catalog will expand over time as new service offerings become available, packaging and bundling of existing services changes, and IT’s understanding of users’ needs improves.

· Offer a set of basic fulfillment services that reaches the broadest group of users, and build additional capabilities from there. Good services to pilot in the catalog include password reset, mobile phone connectivity, and PC acquisition. 

· Organize catalog services by internal IT service, end-user service, and business service.

· Link the catalog to the service request system.

	Define OLAs
	Key questions:

· Is there a service map that defines all of the dependent services and their relationship to the business services identified in the service catalog? 

· Which critical dependent services need OLAs to ensure that SLAs can be met? Which of these dependent services form the core infrastructure that supports all business services? Examples might include Microsoft Active Directory® and Network Services. 

· Who are the owners of these dependent services? 

Inputs:

· Service maps

· Existing SLAs

Output:

· OLAs
Best practices:

· OLA discussions should focus on the shared responsibility everyone in IT has for delivering high-quality, cost-justifiable services to help meet the organization’s targets and objectives. At first, it may make sense to limit the number of OLAs to the three or four that are most critical to the core infrastructure. Three that are always likely to be high on the list are: 

· The Active Directory team

· The Security team 

· The Network team (This may involve multiple OLAs due to the breadth of services most network teams deliver—for example, DNS, DHCP, LAN, and WAN.)

	Define UCs
	Key questions:

· Does the organization have legal representation and governance guidelines to define and finalize the UCs? How can the representation be involved early so that legal requirements are part of initial conversations with the partner? 

· Are there other departments (such as production or finance) that have similar contracts with partners? How can IT benefit from their experience? 

· How will contract performance be measured and reported? 

· What are the communication expectations between the partner and the organization?

· Who are the primary contacts for the partner and for the organization? In the event of an incident, what is the escalation path? 
· Who needs to be involved in defining the following elements that are key to the UCs? Which of these elements should be part of the contract and which should be background? 
· Introduction

· Service description

· Service hours

· Availability and reliability

· Support routes

· Transaction response times

· Throughput

· Change management expectations

· Incident management: record, track, resources, and closure

· Problem management: record, document, resources, and closure
· Expectations on partner participation in problem management meetings and CAB meetings
· Statement of work or project charter expectations

· Release and testing procedures

· Project management methodology expectations

· Tool requirements or restrictions
· IT service continuity and security

· Charging

· Service reporting and reviewing

· Performance incentives, rates, and penalties

· Contractual obligations, termination clauses, and litigation approaches

· Non-disclosure requirements and agreements

· Audit rights

· Other protection requirements as mandated by corporate legal departments (indemnification clauses, penalties for non-performance, and so on)
Inputs:

· SLA
· OLA
· Preferred partner list

Output:

· Underpinning contract (UC)
Best practices:

· An important component of a UC (as with an SLA or OLA) is a definition of success and how to measure it. Example criteria might include: 

· Percentage of systems that successfully completed the upgrade policy without fail.
· Number of problems and known errors. 
· Upgrade duration.
· Notification times.
· Availability hours.

	Define SLAs 
	Key questions:

· Does the service have an exact specification? Have the service targets (such as availability, capacity, and service hours) been agreed to? 

· How will the service reports be communicated? For more information about service reports, see the MOF Service Health Review. 
· Have you identified the dependent OLA and UCs tied to each SLA? Who are their owners?

· How will the SLA be published? Will it be tied to the service catalog? How will you know if people are referencing it and using it? 

· How will you measure the performance of the SLA? How will you ensure that steps are taken to improve performance? Will there be periodic reviews?

· Who owns the SLA from IT and who owns the SLA from the business?

· How will you structure the SLAs? Will they be organized by service, by customer, or by dependent services?

Inputs:
· OLA
· UCs
· Service catalog

Outputs:
· SLA with the following items:

· Contact information for both parties

· Service description

· SLA duration

· IT roles and responsibilities

· Service hours and exceptions

· Availability targets

· Reliability targets

· The complaint process

· Metrics:
· Change process information that addresses the following questions:
· How will changes to the SLA be handled?
· How much notice is given?
· Who is notified?
· Who can approve?
· Who can request?
· Outage information that addresses the following questions:
· How are outages handled?
· What is the expected recovery time by severity?
· How does escalation occur, and who can escalate?
Best practices:

· Ensure that your core infrastructure services such as networking, operating systems, databases, and communication and collaboration tools are designed and managed to support the business SLAs. At the same time, when adjusting or creating new SLAs, do not commit to service levels that cannot be supported by current infrastructure capabilities.   
· Ensure that the SLAs are written from a business perspective. Example: Use business metrics to define compliance, in addition to IT metrics. A real-time inventory system would be described perhaps by “accuracy of inventory on hand” and “availability of real-time inventory reports” as well as server availability. 

· Evaluate the SLA measures using the following criteria:

· Do they support the business objectives?

· Are they specific?

· Can they be measured?

· Are they attainable, even if this requires significant effort on the part of IT?

· Are they realistic in relation to the benefit they will bring to the business?

For a sample service level agreement, see Appendix B: “Sample SLA,” at the end of this guide. 


Conclusion

The Business/IT Alignment SMF describes the principal processes in aligning business and IT goals, developing an IT service strategy, identifying an IT portfolio of work, and establishing methods of keeping business and IT aligned. 

The deliverables from this SMF include: 

· IT service strategy.
· IT service map.
· IT service portfolio.
· Service level agreements.
Feedback

Please direct questions and comments about this guide to mof@microsoft.com.
Appendix A: Sample Desktop Service Catalog Entry for Woodgrove Bank 

	Description of service 
	Woodgrove Bank’s IT department hosts the entire Windows Vista® desktop service infrastructure, giving Woodgrove Bank employees the facility to use desktop computing to accomplish their critical business tasks.

	Business alignment
	This service is funded as part of Woodgrove Bank’s IT operational budget. The service benefits all users by providing a centralized facility for corporate resources such as printing, e-mail, the Internet, and LOB applications using IT-supported hardware and software.

	Business owner
	The Chief Operating Officer is the business owner for this application.

	Service qualification
	This service is available to all regular employees of Woodgrove Bank at all locations in North America. Each employee receives either a desktop or laptop computer as required by his or her job function. The computer is loaded with the standard corporate Windows Vista image and the appropriate role-based application package.

	Service manager
	Neil Orint

	Service initiation contact
	Service is initiated by the Human Resources department for each new employee or personnel as part of the hiring process.

	External dependencies
	External dependencies include Internet communication facilities, VeriSign security certificate services, and partner, hardware provider, and maintenance contracts.

	Service elements


	Service Desk/Incident Management

Application availability and metric reporting

Application service level agreement (SLA)

Hours of service

Problem Management

Tier 2 escalations and proactive root-cause issue analysis

Change Management

Technology upgrades

Patch management

Security Management

Security protection: intrusion detection, locked-down security policies 

Internet-specific security protection: antivirus, anti-phishing, anti-spam

Additional service features

Proactive health monitoring

High-availability management

Nightly storage data backup

	Services included 
	Included dependent services: 

· Platform management
· Server and remote data backup and archive profile management
· Management of guideline compliance and “end of life” policies
· Equipment procurement
· Infrastructure planning and capacity management
· Configuration management
· Platform compliance management
· Server hardware operations
· Server/network security
· Desktop hardware operations

Platform monitoring:

· System Center Operation Manager

	Optional services
	Optional services available at additional cost:

· Microsoft BitLocker™ data encryption

· Customized form and workflow development

	Service users
	End users of this service include:

· Woodgrove Bank employees of North America

· External consultants and project hires who may be given temporary desktop computing facilities

	Service priority
	· Mission-critical

· Impact from desktop service being down could result in lost customers and negative customer satisfaction due to an inability to complete customer requests or account actions. 

· Poor system performance could delay operations, resulting in potential business loss as well as real productivity losses.

	Service lifecycle
	· Windows Vista Enterprise operating system

· System upgrade recently completed, but periodic patching and minor software upgrades will be ongoing as required. 

	Service pricing/levels
	Service is provided with no chargeback to users. Additional non-standard services are cost-estimated for business-justification purposes only.

	Service hours


	Business hours for service support:

· Service Desk/Incident Management: 24 hours a day, 7 days a week

· Problem Management: 24 hours a day, 7 days a week

	How to get end-user assistance for this service
	Assistance is available by creating an Incident request with the help desk.


Appendix B: Sample SLA

The following is an example of a basic service level agreement (SLA) for the Desktop Computing Service. The first incarnation of an SLA should be basic, covering only the essential details. Keep in mind that the SLA is a customer document and should be kept free of technical jargon. 

Woodgrove Bank

Service Level Agreement

Desktop Computing Service

Revision: 1.0

Created: 17 May 2007

Reviewed: 17 May 2007

SERVICE LEVEL AGREEMENT FOR THE DESKTOP COMPUTING SERVICE

Provider: _________________________________________
Provider Signature: __________________________________
Date: ___________
Customer: _________________________________________

Customer Signature: _________________________________
Date: ___________
The agreement covers the provision and support of the Desktop Computing Service, which provides the computer hardware for desktop and mobile computing, as well as the software and access to the infrastructure and other services in the service catalog. This service will be provided to the Customer above.

This agreement remains as valid until revised, and will be reviewed annually, with further reviews in the case of a breach of this agreement. There is a section for mutually endorsed minor changes at the end of this document. 

Service Description

The DESKTOP COMPUTING SERVICE consists of the hardware, software, and supporting infrastructure for end-user personal computers running the Windows Vista operating system. The basic installation includes the hardware itself, Windows Vista Business edition, the 2007 Microsoft Office suite, access to other internal services as detailed in ancillary agreements, as well as limited support for the public Internet. 

Service Support Hours

Customers can expect support for the service to be available during all regular business hours, as well as extended hours during tax season (closest weekdays around April 7-21). All times listed are for Pacific Time.

Regular hours: Monday - Friday, 8:00 A.M. to 5:00 P.M.
Extended hours: Monday - Friday 7:00 A.M. to 7:00 P.M., Saturdays 9:00 A.M. to 2:00 P.M.
Support cannot be expected on weekends or on all holidays that the bank observes.

Additionally, the hours of 4:00 P.M. to 6:00 P.M. on the first Sunday of every month are reserved for system maintenance, and prior notification (one week or more) will occur if the service will be out during those times.

If these detailed service times are found to be unacceptable, the Customer may request an SLA review for re-evaluation.
Customer Support

The point of contact for users will be through the Service Desk.

Internal Web: http://servicedesk
Phone: x2911 or 206-555-2911

E-mail: servicedesk@woodgrovebank.com 

Outside of normal operating hours, the following e-mail will be monitored:

emergency@woodgrovebank.com 

If all Service Desk agents are unavailable, an effort to return all messages (with a telephone call) within 10 minutes will be made. More than 99 percent of all Service Desk contacts will be handled within 10 minutes of message receipt.

Incident resolution will happen 95 percent of the time in fewer than 2 hours for nominal incidents, and 30 minutes for complete outages of the service.

Service Availability

Desktop Service is required along with Network/Intranet for access to other services. Required availability for these services is 99.5 percent uptime, not counting planned maintenance times. 

The 99.5 percent availability metric will be measured by a rolling 6-month period.

Reliability

The service is guaranteed not to break more than three times per year. A break is defined as the loss of access to a vital business function.

Service Performance

Designed for high performance, the desktop should not keep the user waiting for response to an input for more than two minutes out of any five-minute window. Any failures must be reported to the Service Desk for incident resolution.

Change Management Procedures

Any proposed changes by the Customer must be submitted through the Service Desk for review. A notice of acceptance/denial and reason for such must be within five business days of the next CAB meeting for Normal changes, or three days for Standard changes. Emergency changes will be dealt with immediately by the Service Desk Manager. 

IT Service Continuity

In the case of a major catastrophe with hardware loss, desktop computers and infrastructure will be leased from various providers. If such a case occurs, relocation of offices will likely also be necessary. Details for business continuity will be provided in such an event. 

Security

Strong passwords must be used to access all IT services, including desktop logon. These will be enforced through the Windows Vista Group Policy features. Strong passwords are defined as having more than eight characters, not matching standard “dictionary” definitions, and having at least three of the following five characteristics:

· One or more capital letters

· Two or more numbers

· One or more punctuation marks

· One or more symbols

· Fewer than three of the same characters consecutively

Also provided with the Desktop Service will be antivirus, spyware/malware protection, and firewall protection.

Charging

There will be a flat fee of $700 per desktop per year for hardware provision, software, and support and maintenance of the service.

Rebates of $50 per hour per PC for outages beyond the agreed levels will be provided.

Service Reviews

Reviews of the service will be conducted by Service Level Management in conjunction with the Customer at least annually, as well as after a major outage or change.

Addendums/Minor Changes
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